
 

Description &  

Target Audience 

   

This DVMS® Digital Business Risk Awareness course introduces business leaders 

and stakeholders to the Fundamentals of digital business, its risks, and the role of the 

NIST Cyber Security Framework in helping organizations mitigate digital risk.  

Delivery Formats  

• 1/2-Day In-Person or Virtual, Open Enrollment, Instructor-Led Classroom  

• 1-Day In-Person or Virtual, Private, Instructor-Led Classroom Workshop • 

 Self-Paced Video Learning, 1.2 Hours  

Objectives & 

Outcomes  

IT, Cybersecurity, and Business Professionals will acquire the knowledge they need to 

understand the fundamentals of digital business value and risk, its threat landscape, the 

NIST Cybersecurity Framework, and their role in deterring digital risk.  

Pre-Requisites  There are no prerequisites to attend this course.  

Body of  

Knowledge  

This course is based on the NIST Cybersecurity Framework and the DVMS Institute’s  
Fundamentals of Adopting the NIST Cybersecurity Framework Publication. The 

DVMS® NIST Cybersecurity Digital Business Risk Awareness training course is 

accredited by APMG International, assured by NCSC/GCHQ in the UK, and recognized 

by DHS-CISA in the U.S.  

Examination  There is no exam associated with this course.  

Student Kit  • Digital – “Fundamentals of Adopting the NIST Cybersecurity Framework” 

book.  
• Digital – Student Courseware and Resource Materials  
• Digital Badge and Certificate of Completion  

Syllabus &  

Course Outline  

 •  There is no syllabus for this course  

Professional  

Development  

Credits Earned  

• 8 CEU Credits for the Instructor-Led Workshop  
• 1 CEU Credit for the Self-Paced Video program  

Next Steps  This DVMS NIST Cybersecurity Framework Foundation course introduces IT, 

Cybersecurity, and Business Professionals to the Fundamentals of a NIST Cybersecurity 

Framework Digital Value Management Overlay System.  

 

– DVMS™ Foundation (ILT / VILT / Self-Study Video Delivery)  

 


