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The NIST Cybersecurity Framework (NIST-CSF) 

• The National Institute of Standards (NIST) created the NIST Cybersecurity 
Framework (NIST-CSF) to provide organizations of any size, scale, or complexity a 
standardized approach to managing cybersecurity risk

• The NIST-CSF has become the regulatory standard for all critical infrastructure 
providers, government agencies, and commercial enterprises across the globe

• Everyone in IT and day-to-day business operations needs to be trained on the NIST-
CSF and the role they play in managing cybersecurity risk

• The NIST Cybersecurity Professional Publications, Certification Training Programs, 
and Advisory Services are the only accredited certification training programs that 
teach organizations HOW to use the NIST-CSF and a Digital Value Management 
Overlay System (DVMS) to deliver the Trusted, Resilient, and Auditable 
cybersecurity outcomes government regulators expect.



NIST-CSF Professional Certification Training Programs

• Courses are Accredited by APMG International, Assured by NCSC-GCHQ-UK, and 
Recognized by DHS-CISA in the U.S.

• Each Course includes a DVMS Publication, Courseware, Certificate of Completion, 
Expert Mentoring Services, Digital Badge, and an Exam Voucher

• All courses are eligible for CompTIA, ISACA, and ISC2 CPE credits.

• Courses Include:

• Digital Business Risk Awareness: This course teaches all employees the 
fundamentals of digital business, its risks, and the role employees play in 
mitigating cybersecurity risk

• Foundation: This course teaches business leaders and operational stakeholders 
WHAT investments must be made to operationalize the NIST-CSF across an 
enterprise and its supply chain.

• 800-53 Practitioner: This course teaches practitioners HOW to engineer and
operationalize the NIST-CSF and a Digital Value Management Overlay System
(DVMS) to deliver the Trusted, Resilient, and Auditable cybersecurity outcomes 
government regulators expect.



NIST-CSF Professional Community of Practice

• This online support community is for individuals and 
organizations adopting the NIST-CSF to deliver Trusted, 
Resilient, and Auditable digital outcomes

• The Community enables its members to:

• Share ideas, participate in online events, and expand one’s NIST 
Cybersecurity Framework knowledge and network

• Contribute to the NIST Cybersecurity Professional Scheme and 
Community of Practice by sharing ideas and approaches that make 
the scheme more valuable to the community.

• Participate in creating case studies that can be leveraged by the 
community in general



Questions?

For more information please contact:

Support@dvmsinstitute.com
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