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DVMS Institute Mission and Vision

• The Institutes:

• Mission is to teach organizations of any size how to leverage the NIST 
Cybersecurity Framework to create an adaptive,  cyber-resilient 
digital business culture capable of Creating, Protecting, and Delivering 
(CPD) digital business value

• Vision is to partner with industry thought leaders to create a body of 
knowledge, accredited certification training programs, and a 
community of practice that enables organizations of any size to 
engineer, implement, and operationalize a cyber risk management 
program that is fit for use, auditable for purpose, and aligned with 
global cybersecurity standards and regulations



Publications

Digital Value Management System™ Body of Knowledge



DVMS Publications

• The Publications Provide:

• A way to make all employees aware of the fundamentals of digital business 
value and risk, its threat landscape, the NIST Cybersecurity Framework, and 
the role they play in deterring digital risk

• The guidance practitioners and business leaders need to communicate with 
C-Level executives about the business value a NIST Cybersecurity program 
brings to existing digital business applications and employee productivity 
programs

• The guidance cybersecurity and risk management practitioners and 
auditors need to Assess, Engineer, Implement, and Operationalize a NIST 
Cybersecurity Framework program across an enterprise and its supply 
chain. (Q3/2022)

• The guidance Governance, Risk, and Assurance teams need to create a top-
to-bottom culture of Creating, Protecting, and Delivering digital business 
value using the NIST Cybersecurity Framework, existing business systems, 
and the Institutes Create, Protect and Deliver (CPD) Model. (Q3/2023)



Accredited Certification Training

Awareness, Foundation, Practitioner, Specialist



DVMS NCSP®Accredited Certification Training

• The NCSP® Certification Training Provides:

• The fundamentals of digital business value and risk, its threat landscape, and the role the NIST 
Cybersecurity Framework plays in helping organizations mitigate their people, process, & technology risk.

• The fundamentals of the NIST Cybersecurity Framework (NIST-CSF) and how it creates a new way to 
communicate with C-Level executives about the business value a NIST -CSF program brings to existing 
digital business applications and employee productivity programs.

• Practitioner guidance on a Fast-Track approach to assessing, engineering, implementing and 
operationalizing the NIST Cybersecurity Framework program across an enterprise and its supply chain.

• Practitioner Guidance on how to leverage the NIST Cybersecurity Framework, the Institutes DVMS-CPD 
model, and existing business systems to create a culture-driven, adaptive, cyber-resilient digital business 
capable of Creating, Protecting, and Delivering digital business value.



Community of Practice

Collaboration & Mentoring



DVMS Community Mentoring

• The Community Provides:

• The Institute's Linkedin NIST Cybersecurity Professional 
(NCSP) mentoring community provides a vehicle for Institute 
members to share ideas, publicize events and expand their 
DVMS and NCSP® network.

• An entry point for NCSP ® thought leaders to become 
contributing mentors to the community and to the DVMS 
and NCSP ® schemes



For More Information Contact:
Support@dvmsinstitute.com


